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1
METHOD AND SYSTEM FOR DIGITALLY
CERTIFYING THE ASSOCIATION BETWEEN
AN ENTITY AND A PLACE

CROSS-REFERENCE TO RELATED
APPLICATIONS

This application is the U.S. national phase of the Interna-
tional Patent Application No. PCT/FR2012/052000 filed Sep.
6, 2012, which claims the benefit of French Application No.
11 57896 filed Sep. 6, 2011, the entire content of which is
incorporated herein by reference.

FIELD

The invention relates to a system for delivering digital
certificates certifying an association between a place and an
entity, which can equally be an individual and an object, and
in particular for delivering digital residence certificates that
can serve for accessing services.

BACKGROUND

In certain situations of everyday life, certificates of asso-
ciation with a place are requested from individuals in order to
prove that they do indeed reside or work in a particular place.

This can in particular be the case in administrative proce-
dures, where the issuing of certain documents requires such
proof, or when there is a request to access certain services, the
supply of which depends on the individual’s place of resi-
dence.

These residence certificates were initially obtained in
paper form, based on paper documents supplied to the address
of the place in question by a third party having a well estab-
lished reputation. Thus, for example, paper telephone bills or
bills from a supplier of an energy resource supplying the
individual’s premises may be thought of.

However, with the arrival of the digital age, it has proved
more practical to produce such certificates in digital form,
which can be handled more easily and can be encrypted if
necessary, rather than in paper form.

An example of a method for obtaining such a digital resi-
dence certificate is thus described in French patent applica-
tion FR 08 52 059. In the system described in that application,
by anchoring a certifying device to a meter, itself anchored in
a residence, it is possible to obtain digital residence certifi-
cates having a certain degree of reliability.

However, such a system has certain drawbacks.

Thus, this type of digital certificate depends entirely on the
presence of an energy flow meter in the individual’s resi-
dence, which makes this solution rather inflexible and does
not allow the delivery of digital residence certificates for
residences that do not have such a meter, or the delivery of
digital certificates relating to geographical places other than a
residence, for example relating to an office or to business
premises.

Moreover, the use of this certification system remains
strictly local, which limits the services that can be obtained
with this type of digital certificate.

SUMMARY

The present invention will remedy the aforementioned
major drawbacks, in that it aims to offer a solution for deliv-
ering a digital certificate of association between an indi-
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vidual, or an object, and a place that is not dependent on the
presence of a meter, and can be used in a context other than a
strictly local context.

The present invention thus proposes a method of data pro-
cessing for digitally certifying the association of at least one
entity with a place, this method comprising the steps consist-
ing of:

receiving at least one positioning data coming from at least

one locating device located in the proximity of this
place, the positioning data received being associated
with a reliability indicator,

generating a digital certificate associating the entity with

this place as a function of the positioning data received,
said certificate being generated moreover according to a
confidence index, said confidence index being a function
of an aggregation of reliability indicators of positioning
data received, and

verifying, by means of this digital certificate, the associa-

tion of the entity with this place in order to obtain, as a
function of the confidence index of the digital certificate,
a service that is dependent on the association of the
entity with this place.

In one embodiment, the entity is an individual frequenting
this place at least temporarily and this digital certificate is
moreover generated as a function of at least one identifying
and/or authenticating data of the individual.

In another embodiment, the entity is an object located in
this place and this digital certificate is moreover generated as
a function of at least one identifying and/or authenticating
data of the object.

According to an advantageous embodiment, the method
comprises recording the digital certificate on amobile record-
ing medium, which can be presented to a service provider, in
order to permit verification of the association of the entity
with said place by this service provider.

According to another advantageous embodiment, the
method comprises an exchange of data relating to the digital
certificate with a remote server belonging to a service pro-
vider, following receipt of a request for justification of place
emanating from this service provider, in order to permit veri-
fication of the association of the entity with this place by the
service provider.

Advantageously, a plurality of positioning data is received
coming respectively from a plurality of locating devices
located in the proximity of said place.

In another embodiment, at least one additional positioning
data is moreover received coming from a nearby place sepa-
rate from this place, generation of the digital certificate being
carried out moreover as a function of this additional position-
ing data.

In particular, this additional positioning data is received
coming from a locating device located in the proximity of this
nearby place or from a certifying device located in this nearby
place.

The present invention also proposes a certifying device,
capable of digitally certifying the association of at least one
entity with a place, comprising a receiving module and a
processing module, in which:

the receiving module is able to receive at least one posi-

tioning data emitted by a locating device located in the
proximity of this place, the positioning data received
being associated with a reliability indicator, and

the processing module is configured for generating a digi-

tal certificate depending on a positioning data received
by the receiving module and a confidence index, said
confidence index being a function of an aggregation of
reliability indicators of positioning data received by the
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receiving module, this digital certificate being verifiable
by a service provider in order to obtain, as a function of
the confidence index of the digital certificate, a service
that is dependent on the association of the entity with this
place.

In one embodiment, the processing module further com-
prises a recording module configured for recording the digital
certificate on a mobile recording medium that can be pre-
sented to the service provider in order to obtain the service.

The processing module can also further comprise a com-
munication module capable of receiving a request for justifi-
cation of place emanating from a remote server belonging to
the service provider and transmitting, to this remote server,
data relating to this digital association.

The present invention also proposes a data processing sys-
tem, for digitally certifying the association of at least one
entity with a place, comprising at least one certifying device
as described above, and at least one locating device config-
ured for transmitting at least one positioning data to the cer-
tifying device.

Advantageously, this data processing system comprises a
plurality of separate locating devices, each of said locating
devices being configured for transmitting a positioning data
to the certifying device.

The present invention finally proposes a computer program
comprising code instructions for carrying out the step of
generating the digital certificate of the method described
above, when these instructions are executed by the processing
module of a certifying device as described above. Such a
program must be regarded as a product within the scope of
protection that is sought by the present patent application.

BRIEF DESCRIPTION OF THE DRAWINGS

Other features and advantages of the invention will become
clear on examining the detailed description given below, and
from the appended drawings in which:

FIG. 1 is a synoptic diagram illustrating a data processing
system, for delivering a digital certificate associating an
entity with a place, according to the present invention;

FIG. 2 illustrates an alternative embodiment of a certifying
device according to the present invention, in which genera-
tion of the certificate is remote;

FIG. 3 illustrates a collaborative embodiment in which
certifying devices located in nearby places participate in the
establishment of certificates; and

FIG. 4 illustrates the steps of a method of delivering a
digital certificate according to the present invention.

DETAILED DESCRIPTION

Reference is first made to FIG. 1, which shows a synoptic
diagram illustrating a data processing system according to the
present invention, capable of delivering a digital certificate of
association between an entity and a place.

This system is advantageously installed in the geographi-
cal environment of a particular place DO, and aims to supply
a digital certificate ATT associating one, or even several,
entity or entities with this place DO.

Such a place DO equally denotes here a dwelling (this
place is then commonly designated with the term residence),
commercial premises, an office or any other place.

“Entity” means here an individual frequenting, at least
temporarily, this place DO or an object located in this place
DO. Thus, the digital certificate AT'T is a digital certificate
associating, with this place DO, one (or more) individual(s)
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4

frequenting this place DO or one (or more) object(s) located
in this place DO, or even any combination of these possibili-
ties.

“Digital certificate associating an entity with a place” then
means any data for showing that the entity in question,
whether it is an individual or the object, associated with this
certificate, has a strong enough relationship with this place to
be able to receive certain services from third parties. In other
words, this digital certificate certifies the association of this
entity with the place in question.

In particular, when the digital certificate ATT is associated
with an individual frequenting the place DO, this digital cer-
tificate can serve to prove that this individual resides in this
place DO when this place is the individual’s residence (it is
then called residence certificate), or that he works in this place
DO when this place is the individual’s place of work, or even
that this place is frequented temporarily by this individual.

When it is a digital certificate ATT associated with an
object located in this place DO, for example a domestic
equipment, this digital certificate ATT can serve to prove that
the object in question does indeed belong to the place DO in
question.

This system thus comprises, on the one hand, a certifying
device CERTIF whose role is to generate the digital certificate
ATT for association with the place DO.

It further comprises one (or more) locating device(s) GEO
capable of receiving and consolidating geographic position-
ing information and of delivering, on the basis of this con-
solidation, one or more piece(s) of positioning data d, .

This locating device GEO is located physically in the prox-
imity of the place DO, i.e. in a restricted geographic area that
includes the place DO and whose size is limited (reasonable
extent of the place DO in proportion to its size), so that the
position of the locating device GEO remains geographically
similar to the position of the place DO, and therefore that the
position data d,, also allow the geographic position of the
place DO to be determined with a small margin of error
depending on the size of the restricted geographic area.

The locating device GEO is therefore located advanta-
geously actually within the place DO, but can also be located
outside this place DO, in the immediate proximity of the latter
in a restricted geographic area.

Such a device can typically be implemented in the form of
a geolocation module, for example in the form of a receiver of
the GPS (for Global Positioning System) type, but can also
take the form of a WiFi receiving antenna (802.11a-b-n),
GSM/GPRS, Bluetooth (802.15.1-2-3), Zigbee (802.15.4), of
a PLC (Power Line Communication) communication mod-
ule, or of any other receivers capable of receiving electromag-
netic signals in order to verify and/or correlate various sig-
nificant data of a geographic place (WiFi networks in the
proximity of the place to be certified, for example within one
and the same building, Bluetooth authentication terminal
emanating from the electricity meter, PLC network of the
electricity meter, etc.).

The positioning data d,, s coming from such modules are
advantageously associated with a reliability indicator. The
reliability indicator qualifies the credibility and security of
the positioning data d,,s in question. For example, a posi-
tioning data d delivered following consolidation such as
mentioned above has a reliability indicator with a higher
value than a positioning data delivered without consolidation.
A reliability indicator of a positioning data d, ¢ can also be
determined according to characteristics of the locating mod-
ule GEO from which it comes: type of GEO module, position
of'the GEO module relative to the place DO, level of security
of the GEO module, etc.
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In one possible embodiment, the reliability indicator of a
positioning data d,,; is determined by means of the receiving
module RX of the certifying device CERTIF. The receiving
module RX can determine a reliability indicator in relation to
the remoteness or level of security of the locating device
GEO. For example, the module RX determines a reliability
indicator of high value for a positioning data d,, g coming
from a GPS module in the immediate proximity of the place
DO. According to another example, the module RX deter-
mines a reliability indicator of low value for a positioning data
dpos coming from a public WiFinetwork, outside of the place
DO.

According to another possible embodiment, the locating
module GEO itself can determine the reliability indicator, in
particular on the basis of the positioning data used for con-
solidation of the positioning data d . In this particular case,
the reliability indicator can be transmitted to the receiving
module RX together with the corresponding positioning data
dpos. As a variant or in addition, the reliability indicator can
be determined according to the distance of the locating device
GEO relative to the certitying device CERTIF, thus qualify-
ing the relevance of the positioning data d,¢ sent. A single
locating device GEO is illustrated in FIG. 1, but the invention
also covers the advantageous case where several locating
devices GEO send their respective positioning data to the
certifying device CERTIF. This embodiment is particularly
advantageous in that it is more resistant to security attacks of
the “man in the middle” type, capable of replacing one given
device but having more difficulty with a plurality of devices.

Moreover, this embodiment makes it possible to obtain a
plurality of positioning data d,, with their respective reli-
ability indicator so as to determine the positioning data that is
most relevant and/or most secure among the positioning data
received by the certifying device CERTIF.

For this purpose, the system can also comprise a locating
device consisting of a flow meter COMPT (for example an
electricity, water or gas meter), connected to a utility supply
network (designated NET in FIG. 1) and having a transmitter
capable of transmitting positioning data relating to the posi-
tion of the meter to other devices.

In particular, this flow meter can be located on the landing
of a building, outside the flat for which we wish to certify
attachment, and can have a method of transmission—based
on landline or wireless infrastructure—for delivering posi-
tioning data to a certifying device CERTIF located in the flat
in question.

For its part, the certifying device CERTIF comprises a
receiving module RX and a processing module PROC.

The receiving module RX is able to receive one (or more)

piece(s) of positioning data d,,g emitted by the locating
device(s) GEO, and transmission of this data can be wireless
or by cable. Such a positioning data d,, is associated with a
reliability indicator qualifying it. This reliability indicator can
in particular be determined according to one of the aforemen-
tioned embodiments, via the locating module GEO or the
receiving module RX.
A single locating device GEO is shown in FIG. 1, but posi-
tioning data coming from any number of separate locating
devices can be received by the receiving module RX, thus
permitting cross-referencing of data offering a greater guar-
antee as to the location of the place DO.

As for the processing module PROC, it is configured for
generating a digital certificate ATT as a function of the at least
one positioning data d,s received by the receiving module
RX. This module therefore comprises a calculating unit, such
as a processor or a microprocessor, capable of processing
positioning data received from the receiving module RX in
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order to obtain the digital certificate ATT. The processing
module PROC is further configured for generating the digital
certificate ATT as a function of an associated confidence
index. This confidence index is in particular a function of an
aggregation of the reliability indicators of positioning data
dpos received.

For example, when a single positioning data dp,g is
received by the receiving module RX coming from a locating
device GEO, the digital certificate ATT is generated on the
basis of this single data and the confidence index of the
certificate generated is correlated with the reliability indicator
of the data received.

According to another example, when a plurality of posi-
tioning data is received by the receiving module RX, coming
respectively from any number of separate locating devices,
the processing module PROC is configured for aggregating
the positioning data d,,; and their respective reliability indi-
cators.

According to a first possible embodiment, aggregation
consists of generating a digital certificate ATT according to:

the weighted average of the positioning data received, and

the weighted average of the reliability indicators of the
positioning data received.

Thus, the digital certificate ATT generated results from
cross-referencing of the data received, making it possible to
qualify a confidence level attributable to the certificate gen-
erated.

In a second possible embodiment, aggregation can for
example consist of discriminating the positioning data having
the highest reliability indicator among the plurality of data
received. Thus, the positioning data retained can be regarded
as the most secure and/or the most relevant for generating the
digital certificate ATT. The confidence index of the certificate
generated is then based on the reliability indicator of the most
appropriate positioning data.

This digital certificate ATT can then be used by a service
provider so that a service can be obtained dependent on a
proven association with the place DO. Moreover, this digital
certificate ATT can advantageously be used by the service
provider in relation to its confidence index. As an example,
the service provider can give different kinds of access to its
users depending on the confidence index of the digital certifi-
cate ATT presented. As another example, when the confi-
dence index of the digital certificate ATT is low, the individual
has restricted access, whereas a wide range of usage options
is offered to individuals having a digital certificate with a high
confidence index.

In order to allow use of this digital certificate ATT by the
service provider, the processing module PROC is intercon-
nected to a recording module REC configured for recording
the digital certificate on a mobile medium CMS, for example
by means of recording of the magnetic type or RFID. This
interconnection between the modules REC and PROC can be
done locally within one and the same material device, but also
remotely, taking advantage of a communication infrastruc-
ture, as is illustrated below in FIG. 2.

Said mobile recording medium CMS is a secure container,
which can thus take the form of a smartphone, a magnetic card
orasmart card (for example a public transport pass), on which
the data corresponding to the digital certificate are recorded,
and advantageously protected, in which case this recording
medium is denoted by the term secure mobile recording
medium. The CMS medium has capacity for accommodating
several digital certificates ATT, each certificate being associ-
ated exclusively with a target service.
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This secure mobile recording medium CMS can itself be
presented physically to a remote service provider, in order to
obtain a service requiring such a digital certificate of associa-
tion with a place.

For example, when the service provider is a shop making
offers reserved for the people living in a particular district, the
individual living in the place DO can present the secure
mobile recording medium CMS to this shop in order to take
advantage of the offer.

As an alternative to the use of the CMS medium, the pro-
cessing module PROC can comprise a communication mod-
ule COM communicating with a remote server SP belonging
to a service provider. This communication can be done over a
communication network, for example over the Internet (illus-
trated by “www” in FIG. 1). The manner of communication
used between the server and this module can also be of the
WiFi, GPRS or GSM type, for example.

This communication module COM is able, on the one
hand, to receive a request for justification of association with
aplace emanating from this remote server SP. After receiving
such a request, the processing module PROC can use the
positioning data d s received from the locating device GEO
(either following a request from the PROC, or emitted with
the stream) in order to generate the digital certificate ATT
required by the remote server.

The communication module COM can then transmit, in
reply, data relating to the digital certificate ATT to this remote
server SP, so that the individual frequenting this place DO,
and justifying this frequenting by means of this digital cer-
tificate ATT, can obtain a service supplied by the service
provider from the remote server SP.

In particular, these data relating to the digital certificate
ATT can be the digital certificate itself, or data proving the
possession of such a digital certificate, constructed for
example from random data received, coming from the remote
server SP, by the communication module COM.

Reference is now made to FIG. 2, which illustrates an
alternative embodiment of the certifying device CERTIF, in
which the processing module PROC is remote relative to the
receiving module RX.

In this embodiment, the processing module PROC, tasked
with generating the digital certificate ATT as a function of the
positioning data d o, s received by the receiving module RX, is
separate from this receiving module RX, itself located in the
immediate proximity of the place DO, or even in this place
DO.

With such an embodiment, only the receiving module RX,
and optionally the recording module REC, remains in the
proximity of the place DO, whereas the processing module
PROC can be located at a distance from this place DO.

Communications between the receiving module RX and
the receiving module PROC can take place advantageously
via a secure tunnel TUN. In the same way as in the embodi-
ment in FIG. 1, the processing module PROC uses input
parameters (such as the positioning data d,, received from
the locating device GEO, or optionally from a flow meter
COMPT) for generating the certificate ATT and supplying it
in return to the recording module REC.

Reference is now made to FIG. 3, which illustrates another
collaborative embodiment in which certifying devices
located in nearby places participate in the establishment of
certificates.

FIG. 3 shows two separate nearby places DO1 and DO2 in
which certifying devices CERTIF1 and CERTIF2 are
arranged, comprising a receiving module RX1 (RX2 respec-
tively), a processing module PROC1 (PROC2 respectively)
and a recording module REC1 (REC2 respectively) similar to
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the modules described in relation to FIG. 1. These certifying
devices generate the digital certificates ATT1 and ATT2
respectively, certifying an association with the place DO1 and
the place DO2.
The receiving module RX1 of certifying device CERTIF1
receives positioning data dp,g, coming from a locating
device GEOL1 located in the first place DO1, whereas the
receiving module RX2 of certifying device CERTIF2
receives positioning data dp,s, coming from a locating
device GEO2 located in the second place DO2, as well as any
positioning data relating to the position of a meter COMPT2
also located in this second place DO2.
This embodiment is based on collaborative generation of
the first digital certificate AT'T1 relating to the first place DO1.
In this instance, besides the positioning data d,,,, the
certifying device can use input parameters additional to (or
replacing) those of the first place DO1, coming from the
second place DO2, for generating the digital certificate ATT1.
These parameters, which can come from three types of
components located in the second place DO2, can be as
follows:
one (or more) additional piece(s) of positioning data d 5,
from the locating device GEO2 or optionally from the
meter COMPT2 (path denoted by “1” in FIG. 3);

one (or more) additional piece(s) of positioning data d ¢,
from the receiving module RX2 of the second certifying
device CERTIF2 (path denoted by “2” in FIG. 3);

one (or more) additional piece(s) of positioning data d ¢,
consisting of a data and/or an exchange from the pro-
cessing module PROC2 and indirectly based on one (or
more) additional piece(s) of positioning data as
described above and received by the processing module
PROC?2 of the second certifying device CERTIF2 (path
denoted by “3” in FIG. 3); and

an additional positioning data d,, from a digital certifi-

cate ATT2, received coming from the second certifying
device CERTIF2 and analysed by the processing module
PROCI.

The certificate thus formed collaboratively makes it pos-
sible to reinforce its confidence index. It will therefore be
understood that this collaboration can consist of:

on the one hand, recovery of the nearby positioning data

and their associated reliability indicators, and

on the other hand, analysis of the data of one or more digital

certificates generated by nearby devices.

Advantageously, the exchanges between these components
can take place via a secure connection, of the secure tunnel
type for example, and via a confidence relation that exists
between the processing modules PROC1 and PROC2.

Reference will now be made to FIG. 4, which illustrates the
steps of a method of delivering a digital certificate ATT of the
association between an entity A and a place DO according to
the present invention.

Firstly, one (or more) piece(s) of positioning data d,,
coming from at least one locating device GEO located in a
geographic area located in the proximity of the place DO, is
received by a certifying device CERTIF (step 100). The cer-
tifying device CERTIF can be located within the place DO,
but can also be moved partially outside of this same place DO,
as illustrated in FIG. 2.

Generation of the digital certificate ATT is dependent on a
condition that is explicitly linked to the positioning data d,.
Depending on the value of this positioning data d,, this
condition for generation therefore allows the mechanism for
generating the digital certificate ATT to be locked or
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unlocked. Beyond its intrinsic value, the condition can also
take into account the reliability indicator, qualifying this data
dpos-

When the condition for generation is satisfied, the certify-
ing device CERTIF generates a digital certificate ATT asso-
ciating the entity A with the place DO (step 200).

For said generation, the algorithm used is based on input
parameters. Among these potential parameters, but not lim-
ited to them, may be considered: the positioning data d, g,
elements for identification or authentication Id(A) of the
entity A in question (which is an individual or an object), a
criterion of regularity of frequenting of the place DO by this
entity, other parameters coming from confidence equipment
(cf. the collaborative case illustrated in FIG. 3) or any other
parameter that is relevant in the case of the target service.

Each of these input parameters is advantageously associ-
ated with a reliability indicator, making it possible to qualify
it. The certifying device CERTIF can then aggregate all of
these reliability indices within one and the same confidence
index, directly associated with the digital certificate ATT thus
generated.

This digital certificate ATT is in the form of a digital data,
in particular consisting of attributes and advantageously pro-
tected by one or more cryptographic mechanisms. Among
others, the conceivable mechanisms for guaranteeing the
authenticity of this digital certificate ATT are as follows:
digital signature mechanism comprising an asymmetric
encryption mechanism and associated with a hashing or con-
densate mechanism, symmetric cryptography mechanism,
mechanism for authentication and protection of the device
containing the digital certificate ATT.

Independently of the criterion of visibility that is associ-
ated with them, the attributes constituting this digital certifi-
cate ATT can optionally explicitly mention some or all of the
input parameters of the algorithm for generating this certifi-
cate AT'T, either in a crude or an enriched manner. This even-
tuality depends on the target service, and it is conceivable to
have a certificate ATT that does not offer this type of mention.

Depending on the requirements, the attributes of one and
the same digital certificate ATT can be presented differently
depending on the third party making the request.

Identification or authentication can be used as input param-
eter for generation of a certificate ATT, but without this cer-
tificate allowing tracing of this identity. The certificate can
therefore ensure anonymous character of the entities behind
their creation and thus protect the private life of the cases of
usage.

Such a digital certificate can have a limited life (for
example one or two weeks), which is in particular advanta-
geous when the certificate ATT is intended to be stored on a
mobile physical medium CMS that might be lost by its user.

Once this digital certificate ATT has been generated, it can
be used for veritying (step 300) the association between the
entity A and the place DO, in order to obtain a service SERV,
depending on the association of the entity A with this place
DO and offered by a service provider AS. This verification is
typically carried out by a service provider AS in order to
determine the supply, or non-supply, of the service SERV.

This verification can be carried out by means of physical
transport of the digital certificate or by exchange with a
remote server over a communication network.

Thus, the digital certificate can advantageously be
recorded on a mobile recording medium CMS, which can be
presented to the service provider in order for the service
provider AS to accept the digital certificate ATT.

In another embodiment, exchange of data relating to the
digital certificate AT'T can be carried out with a remote server
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SP belonging to the service provider AS, following receipt of
arequest for justification of place emanating from this service
provider, in order to permit this verification.

Ina firstexample of this embodiment, this exchange of data
comprises sending the digital certificate ATT itself to the
remote server SP, in order to be used by this remote server SP
forverifying the association of the entity A with the place DO.
The confidence index of the digital certificate AT T allows the
server SP, moreover, to check the level of reliability of the
certificate sent.

In another example of this embodiment, this exchange of
data comprises sending digital data proving possession of
such a digital certificate ATT, for example cryptographic
proof of knowledge of this certificate constructed from ran-
dom data transmitted by the remote server SP, and not from
the digital certificate ATT itself, for reasons of confidentiality.
Verification of the association of the entity A with the place
DO is then carried out, by the remote server SP, by means of
digital data of this kind, for example by verifying proof of
knowledge.

Finally, after verification by the service provider AS ofthe
association of the entity A requesting this service with the
place DO, by means of the digital certificate ATT delivered,
the service SERV is supplied to this entity A (step 400). Such
a service SERV can in particular be supplied as a function of
the confidence index of the digital certificate ATT delivered.

The present invention further relates to a computer pro-
gram comprising code instructions for carrying out step 200
of generation of the digital certificate as described above,
when these code instructions are executed by the processing
module PROC of a certifying device CERTIF as described
above.

Such a computer program can use any programming lan-
guage, and can be in the form of a source code, object code, or
intermediate code between source code and object code, such
asina partially compiled form, or in any other desirable form.

The present invention also relates to a data medium read-
able by a computer or a data processor, and comprising code
instructions of one of the programs mentioned above.

This data medium can be any entity or device capable of
storing the program. For example, the medium can comprise
a storage means, such as a ROM, for example a CD-ROM or
a microcircuit ROM, or a magnetic recording means, for
example a floppy disk or a hard disk. This data medium can
also comprise memory of the FLLASH type, for storing the
program and recording the data received by a client module,
and memory of the RAM type for saving temporary data such
as the server lists and associated themes.

Moreover, this data medium can be a transmissible
medium such as an electrical or optical signal, which can be
conveyed via an electrical or optical cable, by radio or by
other means. The programs according to the invention can in
particular be uploaded to a network of the Internet type.

The present invention finds advantageous applications in
many diverse and varied areas.

Thus, the invention finds an advantageous application in
the area of the authentication of individuals by administrative
services, or in a commercial context for accessing services of
a certain type, by means of mobile physical media.

As an example, the mobile physical medium can be used
for managing energy certificates that can serve for counting
electricity credits. Thus, controlled electricity consumption
during the peak hours could allow credits to be obtained,
assigned to the mobile physical medium bearing the digital
residence certificate, and these credits can be spent to pay for
fuel at a petrol pump by means of this mobile physical
medium.
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The present invention also finds an advantageous applica-
tion in the area of home automation, for remote management
of'equipment by a service provider, in order to create a trusted
ecosystem geolocated within a given place.

In particular, with the system of the present invention, it is
possible to connect a domestic equipment to a remote man-
ager, and thus simplify management of the right of access,
beyond the private network of the residence, as well as access
to resources outside of the residence, owing to digital certifi-
cates as described above.

Another example of application consists, in a cultural or
leisure context, of evaluating a relation with the place, which
can be short, for example passing in front of a work of art: the
user’s smartphone recovers, during said passage, a certificate
giving the right to offers or reductions.

Another example of application consists, in the context of
Internet purchases or of banking operations, of not being able
to perform certain sensitive operations except from a place
previously recognized by the third party. For example, pur-
chases totaling more than a defined sum can only be made
from the user’s residence.

As the invention can serve to prove that one (or more)
person(s) is (are) in a given place at a given point of time, it
can be used in a business context (security patrol), leisure
context (treasure hunt, orienteering) or sport (marathon).

The use of a certifying device as described above can make
it possible, in general, to obtain access to multiple services,
located in the reference place or beyond, while ensuring
demarcation between these services via separate profiles.

Moreover, it allows better control of access and data relat-
ing to private life, as well as traceability of the use of such
elements of proof.

Moreover, there are certain situations where persons, or
objects, need an association with a place, without necessarily
belonging there. For example, during loan of equipment or
movement of equipment in a rented residence, the object must
be able to have a residence certificate even though it is only
present temporarily in this place.

Regarding the mobile container used for storing the digital
certificate of association can serve for multiple applications
such as home automation, with government departments or
merchants, etc.

Thus, the containers are independent and certain readers
can only read certain containers. The information contained
in the container can be deliberately limited, for example in
order to anonymize the data and thus protect the private life of
the person using it: a merchant will know that this person lives
in the district, but will not find out his name or his address.

For objects, this container can be used on the one hand for
configuring the object in question (recovery of data relating to
the place, for example a configuration for Internet connectiv-
ity, an address, for obtaining an identity relating to the place,
etc.) and relate itto its manufacturer (automatically informing
the manufacturer of the date of putting into service, the
address, the model and the serial number of the object). On
the other hand, this container will receive information
(model, serial number, etc.) from the object, and said data can
be used in return in order to include the object in the trusted
ecosystem of the objects relating to this place.

In addition to its certifying role, the overall device there-
fore also makes it possible to aggregate, reference and man-
age the objects relating to the place in question. This device
therefore makes it possible to organize the trusted ecosystem
of objects relating to the place in question.

The case of a digital certificate ATT assigned to an object A
can be illustrated by a residence DO comprising a certain
number of equipment, for example household electrical
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goods (for example a refrigerator, a microwave oven, a wash-
ing machine, etc.) or “brown” equipment (TV, hi-fi system,
etc.) managed remotely by a service provider.

By assigning a digital certificate ATT to this equipment, it
is possible to constitute a trusted ecosystem located within the
residence DO. This digital certificate ATT can then be sup-
plied to the service provider in order to obtain maintenance
services from the latter. By supplying proofs of relation to a
place, this allows interactions with external services. More-
over, the confidence index of the digital certificate AT T allows
the provider to check the level of reliability of the certificate.
The various cryptographic properties associated with the cer-
tificate can also reinforce the service and can permit, follow-
ing automatic messaging, despatch of a technician after a
fault is self-diagnosed by the equipment.

Of course, the invention is not limited to the embodiment
examples described and illustrated above, on the basis of
which it will be possible to envisage other embodiments,
while remaining within the scope of the invention.

The invention claimed is:

1. A method of data processing for digitally certifying the
association of at least one entity with a place, wherein the
entity is at least one individual or at least one object and the
place is a residence or office or business premises, said
method comprising the following steps:

receiving at least one positioning data coming from at least

one locating device located in the proximity of said
place, the positioning data received being associated
with a reliability indicator;
generating a digital certificate associating the entity with
said place as a function of the positioning data received,

further generating a confidence index for said digital cer-
tificate, said confidence index having a value among a
plurality of values, said value being a function of an
aggregation of reliability indicators of the positioning
data used to generate the digital certificate; and

verifying, by means of said digital certificate, the associa-
tion of the entity with said place in order to obtain, as a
function of the confidence index of the digital certificate,
a service that is dependent on the association of the
entity with said place,

wherein said service has a plurality of degrees respectively

corresponding to different levels of access restriction to
usage options of the service, and

wherein verifying the association of the entity with said

place comprises determining a degree of the service that
the digital certificate grants access to based on the value
of the confidence index, and granting access to said
degree to said entity.

2. The method according to claim 1, wherein the entity is an
individual frequenting at least temporarily said place, said
digital certificate being generated moreover as a function of at
least one identifying and/or authenticating data of the indi-
vidual.

3. The method according to claim 1, wherein the entity is an
object located in said place, said digital certificate being
generated moreover as a function of at least one identifying
and/or authenticating data of the object.

4. The method according to claim 1, comprising recording
of the digital certificate and of the confidence index on a
mobile recording medium, which can be presented to a ser-
vice provider in order to permit verification of the association
of the entity with said place by the service provider.

5. The method according to claim 1, comprising an
exchange of data relating to the digital certificate and the
confidence index with a remote server belonging to a service
provider, following receipt of a request for justification of
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place emanating from this service provider, in order to permit
verification of the association of the entity with said place by
the service provider.

6. The method according to claim 1, wherein a plurality of
positioning data is received coming respectively from a plu-
rality of locating devices located in the proximity of said
place.

7. The method according to claim 1, wherein at least one
additional positioning data is received from a nearby place
separate from said place, generation of the digital certificate
being carried out moreover as a function of said additional
positioning data.

8. The method according to claim 7, wherein the additional
positioning data is received coming from a locating device
located in the proximity of said nearby place or from a certi-
fying device located in said nearby place.

9. A certifying device, capable of digitally certifying the
association of at least one entity with a place, wherein the
entity is at least one individual or at least one object and the
place is a residence or office or business premises, the device
comprising a receiving module and a processing module,
wherein:

the receiving module is able to receive at least one posi-

tioning data emitted by a locating device located in the
proximity of said place, the positioning data received
being associated with a reliability indicator; and

the processing module comprises a central processing unit

and is configured:

to generate a digital certificate depending on a position-
ing data received by the receiving module, and

to further generate a confidence index for said digital
certificate, said confidence index being having a value
among a plurality of values, said value being a func-
tion of an aggregation of reliability indicators of the
positioning data used to generate the digital certifi-
cate;

said digital certificate being verifiable, by a service pro-

vider, in order to obtain, as a function of the confidence
index of the digital certificate, a service that is dependent
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on the association of the entity with said place, said
service having a plurality of degrees respectively corre-
sponding to different levels of access restriction to usage
options of the service, whereby the service provider
determines a degree of the service that the digital cer-
tificate grants access to based on the value of the confi-
dence index, and grants access to said degree to said
entity.

10. The certifying device according to claim 9, wherein the
processing module further comprises a recording module
configured for recording the digital certificate and the confi-
dence index on a mobile recording medium that can be pre-
sented to the service provider in order to obtain the service.

11. The certifying device according to claim 9, wherein the
processing module further comprises a communication mod-
ule able to receive a request for justification of place emanat-
ing from a remote server belonging to the service provider
and to transmit in reply, to said remote server, data relating to
the digital certificate.

12. A data processing system, for digitally certifying the
association of at least one entity with a place, comprising at
least one certitying device according to claim 9, and at least
one locating device configured for transmitting at least one
positioning data to the certifying device.

13. The data processing system according to claim 12,
comprising a plurality of separate locating devices, each of
said locating devices being configured for transmitting a posi-
tioning data to the certitying device.

14. The data processing system according to claim 12,
comprising at least one first certifying device and a second
certifying device located respectively in said place and in a
nearby place separate from said place.

15. A non-transitory computer readable storage medium,
having stored thereon a computer program comprising pro-
gram instructions, the computer program being loadable into
a data-processing unit and adapted to cause the data-process-
ing unit to carry out the steps of claim 1 when the computer
program is run by the data-processing device.
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